
 

 

ADOBE EXPERIENCE MANAGER 6.X: SECURITY 

Objectives: 

       After completing this course, you should be able to: 

•  Identify the default security related features in AEM 

•  Identify security considerations in code 

•  Describe cross site scripting(XSS) 

•  Secure the AEM environment 

•  Generate secure content 

 

Course Description: 
 
In this training, participants will learn about possible attacks against AEM  

installations and how to protect against them. After completing the training,  

the participants will be able to configure AEM and dispatcher in a secured way.  

Participants will also explore coding considerations in securing AEM. 

 

This training covers security related AEM features, security considerations in  

code, XSS attacks, securing the AEM environment, operational dashboard  

capabilities and, User generated content. 

 
Course Outline: 
 
 

• Introduction 

• Security Related AEM Features 

• Security considerations in code 

• User generated content 

• Cross site scripting (XSS} 

• Securing the AEM environment 

• Monitoring the AEM environment 

   

 

Overview: 
 

Learn about possible attacks against 

AEM installations and how to protect 

against them. You will learn how to 

configure AEM and dispatcher in a 

secured way, and write safe code. 

 

Durat ion:   

1 Day 
 

Training Methods:  
 
 On-site at Customer’s facility 

anywhere around the world 

 Public Classroom Training 

 Virtual/Online Training 
 

Audience:  
 

This training is useful for developers 
who use AEM to manage websites, 
and want to secure them from attacks 

and data theft. 

Prerequisi tes:  
 

The Participants should have attended 
the AEM Developer or AEM Advanced 
Developer classes. 
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